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Social Media and Health Care – 
The Pros and the Cons 

Social Media Can Play a Positive Role in Health Care 
While Also Posing Some Risks

Today so much information is available to so many in-
dividuals at any time or on any day thanks to the In-
ternet. The world is Friending, Tweeting, Blogging, 

Pinning, or Tumbling at a very fast rate. With so much 
activity we should all be in great shape; unfortunately, 
though, it’s only our fi ngers that are getting the exercise. 

It has been reported that Facebook has over 1 billion 
active users1 and Twitter has over 140 million users.2 Ap-
proximately eight of 10 health care companies use social 
media sites in some way.3 In health care, using social 
media certainly has pros and cons.

Social media can be a benefi t to both patients and 
health care providers. Many health care organizations 
use Facebook and Twitter to:

promote employee and community activities;
communicate opportunities for better health;
introduce new and advanced medical procedures;
spotlight employee volunteer efforts; and
keep employees and patients up-to-date on the im-
pacts of weather-related events or emergencies.
In addition, Internet support groups and blogs allow 

patients to share their disease struggles and achieve-
ments so that others with the same disease will benefi t 
through more knowledge and a better understanding of 
the impacts of their disease.

In April 2012, PricewaterhouseCoopers LLP (PwC) 
Health Research Institute3 conducted a study on usage 
of social media in health care. The study found that con-
sumers do not object to having their conversations moni-
tored as long as the conversations can help them improve 
their health. 3 Some key points of that survey include:

61 percent of consumers reported they are likely to 
trust information posted by providers, and 41 percent 
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are likely to share information with pro-
viders via social media.
More than 75 percent of consumers re-
ported they would expect health care or-
ganizations to respond within a day or 
less to appointment requests via social 
media; others reported they would ex-
pect a response within a few hours.
45 percent of consumers said information 
found in social media would affect their de-
cisions to seek a second opinion; more than 
40 percent reported information found via 
social media would affect the way they 
coped with a chronic condition and how 
they approached diet and exercise.
The PwC survey found that consumers 

are using social media for health-related ac-
tivities. Here is how the 1,060 adult con-
sumers surveyed use social media:3

support health-related cause — 28 percent;
comment on others’ health experiences 
— 27 percent;
post about health experiences — 24 percent;
join health forum or community — 20 
percent;
track and share symptoms/behavior — 
18 percent;
post reviews of doctors — 17 percent;
post reviews of medications/treatments 
— 16 percent;
share health-related videos/images — 16 
percent; and
post reviews of health insurers — 15 percent.
Social media can be an excellent way for 

consumers to learn about health care.
There are concerns that need to be ad-

dressed when using social media in health 
care. Privacy in health care is a key concern 
for every organization. Organizations must 
protect patient privacy; patients expect or-
ganizations to protect their personal health 
information. If patients learn their privacy 
has been compromised by an employee who 
posts information on a social media site, pa-
tients lose trust in the organization and its 
employees. There also may be penalties for 
the employee and the organization.

Employees must be cognizant of the ef-
fects of their actions; even seemingly in-

nocent posts can have an impact. For ex-
ample, an employee may post on a social 
media site that he or she is having a bad 
day at work. Patients who saw the post may 
wonder if they are getting the best possi-
ble care that day. Or an employee posts 
patient names or photographs of patients 
on a social media site and — to make mat-
ters worse — adds a malicious comment 
about the patient. This could cause current 
and potential patients to think twice about 
choosing the organization for additional or 
new care needs. 

Many health care organizations have pol-
icies on social media that instruct employ-
ees not to post anything at all about their 
job, their workday, or their patients. Train-
ing is the key to success — training, train-
ing, and more training. Employees need to 
know what they can and cannot do and un-
derstand the implications of their actions. 
It is the law that a patient’s privacy must 
be protected; the Health Insurance Porta-
bility and Accountability Act (HIPAA), the 
Health Information Technology for Eco-
nomic and Clinical Health (HITECH) Act, 
and applicable state laws govern.

This gets even more complicated when 
organizations have their own Facebook 
pages or other social media accounts; fam-
ily members or friends of patients may 
post protected health information on the 
page. They usually have good intentions, 
but it could be a HIPAA violation if the or-
ganization lets it stay on its Facebook page 
instead of deleting it. Many take the safe 
route and delete it. 

The potential reputational harm for an 
organization can be huge, whether through 
postings from employees or when a patient 
uses social media to complain about their 
perception of the care they received. De-
pending on the patient’s number of friends 
or followers, this could be an easy way to 
tell dozens, hundreds, or thousands of peo-
ple about their negative experience. Many 
organizations assign employees to monitor 
social media daily for inappropriate or neg-
ative posts about patients or the organiza-
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tion. These employees typically coordinate 
efforts to help repair the damage, which 
could include removing a post or perform-
ing some type of service recovery.

Social media can play a positive role in 
health care while also posing some risks. 
Organizations should provide guidance and 
training to their workforce on the proper 
use of social media for health care to pro-
tect patient privacy and ensure compliance 
with federal and applicable state law. With 

the right guidance and policies, the posi-
tives of social media will outweigh any po-
tential negatives.
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directly to program faculty.46 Manufactur-
ers may make undesignated educational 
grants to CME providers that may be used 
by the program sponsor to pay faculty and 
honorarium, but comments suggest that 
even reporting these indirect payments to 
physicians pose signifi cant problems.

The CME Coalition points out that pub-
lishing such payments as if the faculty re-
ceived the payment directly from the appli-
cable manufacturer calls into question the 
independence of the CME program. More-
over, linking an applicable manufacturer 
to CME faculty in this way is improper be-
cause many of these physicians will have 
had no prior contact or association with the 
company, other than knowing the names of 
companies that are supporting the program 
with an educational grant.  

The CME Coalition speculates that 
speakers who do not have relationships 
with manufacturers will refuse to serve as 
CME faculty in order to avoid being as-
sumed and reported to have such rela-
tionships simply by virtue of accepting an 
invitation to present at a CME program.47 
Commenters urged CMS to clarify in the 
fi nal rule that speaker fees for accredited 
CME programs should not be reported.48

CONCLUSION

Although CMS considerably delayed release 
of the fi nal rule due to its desire to give con-

sideration to the unexpectedly high number 
of comments received, it is not clear the ex-
tent to which CMS will give weight to stake-
holder input on the proposed rule. But stand-
by — as soon as the fi nal rule is issued, we 
will be back with our analysis!
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